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Contact Information



Kupunia Giorgi Manager at Information 

Technologies Office 

+995 558 636 331 

Robakidze Tamar Head of Human Resources 

Management Office 

+995 555 214 566 

Meladze Lela Student Manager at 

Academic Process Management 

Office (Law, Social Sciences & 

Diplomacy School) 

+995 555 770 080 

Saneblidze Ana Student Manager at 

Academic Process Management 

Office (Business School) 

+995 593 592 101 

Baratashvili Sophio Student Manager at 

Academic Process Management 

Office (Informatics & Engineering 

School, Humanities & Liberal Arts 

School) 

+995 592 999 102 

Chipashvili Ana Manager at Career Services Center 

(Marketing and Communications 

Office) 

+995 598 861 680 

 

 

1. Business Continuity Policy and Objectives 

The University business continuity policy implies the capacities of the University to carry out 

functioning and provide relevant services at a pre-planned and calculated level during the 

crisis period as well as after the crisis situation. 



Business continuity policy is mandatory to be considered by all structural units, as by teaching 





¶ Will communicate and coordinate with the local law enforcement 

agencies together with the Legal Services Office  

First aid nurse ¶ Provides first aid for students and staff  

¶ Organizes and control



5. Risk assessment 

The Business Continuity Management Board has identified, analyzed the probability risks, and 

assessed the degree of their impact on the University's business processes. Accordingly, the 

following risk levels have been developed:  

 

Risk level  Risk category Description and necessary measures 

 

 

I 

 

 

Non-essential 

A minor incident that is considered to be a minor case of local impact that 

does not affect the functioning of the University.  

No need to implement specific procedures, need to monitor job performance   

II Essential A serious case that hinders one or more university processes 

Risk reduction procedures need to be developed, priorities assessed, and risk 





7. Emergency action plan 

 

Name of risk 

 

Risk 

level 

 

Expected results 

 

Prevention / 

Risk management 

 

Crisis management 

 

Maintaining business 

continuity 

Business process 

recovery 

Pandemic/ 

Other infectious 

diseases 

III - Infecting large 

numbers of students 

and staff 

- Delays in the work of 

the university 

- Provide information 

to students and staff on 

prevention measures 

- Strengthen 

University disinfection 

- Thermoscreening of 

university entrants 

- Etc. (see Infectious 

Disease Preparedness 

and Response Plan) 

CMT is ready for a timely response 

BCMB is informed and actively involved 

in the problem-solving process 

- Provide information to students / staff 

on a specific action plan 

- Informing the responsible person in case 

of infection of the staff 

- Detect and isolate contacts 

- Implement an infectious disease 

preparedness and response plan 

Involved: 

- Security Office 

- First aid nurse 

- Human Resources Management Office 

- Marketing and Communications Office 

- Transfer work and 

learning process to online 

mode (in whole or in part) 

- Providing administrative 

staff with computer 

equipment, transportation, 

communication and other 

resources to switch to 

online mode 

- Conduct online training 

for academic staff to learn 

the technical details of 

distance learning 

- Preparation of guidelines 

and online tutorials for 

students / lecturers 

regarding online learning / 

teaching 

- Create online groups and 

write time schedules  

- Organizing online exams 

by the Examination Center 

- The time 

required for the 

transition to 

online learning 

activities is 2-3 

days 

- Complete 

recovery of the 

business process 

depends on the 

degree of spread of 

pandemic / other 

infectious diseases 

and the state 

regulation of 

quarantine 





Terrorist attack 

/ hostage taking 

III - Possible panic 

- Risk of receiving 

psychological trauma 

- Possible physical 

injuries to students and 

staff (including life-

threatening) 

- Manage the situation 

by the state structure 

and restrict movement 

on the territory of the 

university 

- Temporary 

interruption of the 

University functioning 

- Tighten access 

control for visitors to 

the University 

territory 

- Tighten video 

recording storage and 

control 

- Monitoring the 

internal and external 

area of the university 

 

CMT is ready for a timely response  

BCMB is informed and is actively 

involved in the problem-solving process  

  

- Call 112 and call for the police 

- Demarcate and lock the perimeter 

- Suspension of teaching / work process 

Involved: 

- Security Office 

- First aid nurse  

- Marketing and Communications Office 

- Assessment of the level of 

damage and adequate 

response in each case in 

cooperation with state 

structures 

 

Complete 

recovery of the 

business process 

depends on the 

degree of damage 

Bomb blasting, 

spreading of 

chemical, 

radiation or 

biological 

substances 

(inside the 

building) 

III - Possible panic 

- Risk of receiving 

psychological trauma 

- Risk of additional 

explosion / harmful 

substances 

- Possible physical 

injuries to students and 

staff (including life-

threatening) 

- Tighten access 

control for visitors to 

the University 

territory 

- Tighten video 

recording storage and 

control 

- Monitoring the 

internal and external 

area of the university 

 

CMT is ready for a for a timely response  

BCMB is informed and is actively 

involved in the problem-solving process  

- Call 112 and call for the police 

- Urgent evacuation of the building 

- Demarcate and lock the perimeter 

- Suspension of teaching / work process 

Involved: 

- Security Office 

- First aid nurse  

- Marketing and Communications Office 

- Assessment of the level of 

damage and adequate 

response in each case in 

cooperation with state 

structures 

- In case of serious damage, 

continue the training and 

work process online or find 

an alternative space 

 

 

- The time 

required for the 

transition to 

online teaching 

activities is 2-3 

days 

- Complete 

recovery of the 

business process 

depends on the 

degree of damage 

 



- Possible pollution of 

the environment 

- Situation 

management by the 

state structure and 

management of 

university resources 

- Temporary 

interruption of the 

University functioning 



Electricity 

supply problem 

I - Possible 

interruptions, e.g. 

shutting down the 

elevator, turning off 

the lights (critical in 

the evening), turning 

off the internet, 

turning off the air 

conditioning (during 

the summer season), 

etc. 

- Generator 

- UPSs (to protect the 

data of staff and 

students in the process 

of work) 

- Monitor electrical 

wiring once a year 

CMT is ready for a timely response  

BCMB is informed, if there has been a 

power outage for a long time (> 4 hours)- 

Automatic start of the generator (wait 1 

minute)  

- Contacting an electricity supplier 

Involved: 

- Security Office 

- Maintenance Office 

- Identify the problem 

(internal or external) and 

respond accordingly 

- The business 

process is fully 

restored in 1-3 

working days 

Problem with 

natural gas 

supply 

I - Seasonal risk, critical 

November-March (5 

months) 

- Possible shutdown of 

central heating 

- Possible suspension 

of the study / work 

process in the critical 

period (5 months) 

- Air conditioners that 

make it possible to 

temporarily replace 

central heating 

- Seasonal preventive 

works of the heating 

system 

 

CMT is ready for a timely 



  
- Security Office 

- Maintenance Office 

Sewer problem I - In case of a short-

term problem, the 

main processes of the 

university will 

continue continuously  

- Preventive works 2 

times a year 

 

 

CMT is ready for a for a timely response  

The BCMB is informed if a delay has 

occurred for a long time (> 4 h)- Contact 

the relevant services 

- Temporary closure of part of the 

university toilets 

Involved: 

- Security Office 

- Maintenance Office 

- Identify the problem 

(internal or external) and 

clean the system by the 

appropriate service 

- The business 

process is fully 

restored in  1 

working day  

Damage to the 

building 

II - Slight disruption of a 

specific learning / 

work process 

- Periodic monitoring 

and repair work 

CMT can be contacted 

BCMB is informed in case of a serious 

problem 

- Temporarily close the damaged area 

- Slight disruption of a specific learning / 

work process 

Involved: 

- Maintenance Office 

- Damage assessment and 

repair work 

 

- Complete 

recovery of the 

business process 

depends on the 

degree of damage, 

in case of local 

damage it will 

take 1-2 working 

days 

Damage / 

destruction of 

training-

laboratory and 

administrative 

equipment 

I - Slight disruption of a 

specific learning / 

work process 

 

- Periodic monitoring 

and repair work 

CMT can be contacted 

BCMB is informed in case of a serious 

problem 

- Temporarily close the damaged area 

- Slight disruption of a specific learning / 

work process 

Involved: 

- Maintenance Office 

- Damage assessment, repair 

or replacement 

 

- The business 

process is fully 

restored in 1-2 

working days 



Destruction of 

archival 

material and 

various 

documents 

I - Possible delay in tax / 

audit process 

- Slight disruption of 

clerical office process 

- Absence of contracts 

and memoranda with 

students, academic and 

administrative staff, 

suppliers and partners 

prior to renewal 

- Existence of 

electronic copies 

- Storage of archival 

material and other 

documents in specially 





- Determining the 

budget for the 

academic year at the 

beginning of the 

academic year 

 

 

Involved: 

- Financial Office 

- Legal services Office 

- Develop and add new 



Socio-political 

or other type of 

event in the 

country / city 

II - Possible impact on 

university activities- 

Possible suspension of 

the University 

functioning 

- Timely delivery of 

information on 

possible developments 

- Communicate with 

students and staff to 

ensure safety 

CMT can be contacted 

BCMB is informed 

- Situation monitoring 

Involved: 

- Security Office 

- Marketing and Communications Office 

- Identify the problem and 

respond accordingly 

- Complete 

recovery of the 

business process 

depends on the 

event in the 

country / city 

 


